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Abstract:  It  is  a  challenge to find out  a  suitable algorithm for broadcasting information securely and
authentically to only target users. Many schemes based on public and symmetric key cryptography have
been investigated. However, modeling an efficient scheme that provides both confidentiality and public
ciphertext authenticity is  still  an open problem. In this paper,  we present an identity-based broadcast
signcryption scheme with short ciphertext size and public ciphertext authenticity. The security of this
scheme is proved under computational assumptions and in the random oracle model. Experimental results
are also provided and compared with several schemes in both computation and communication cost. © 2010
IEEE. 
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